Joint Stock Company "Conexus Baltic Grid" (registered as "Akciju sabiedrība "Conexus Baltic Grid""), hereinafter – Conexus.

The negotiated procedure “Gas transmission and Inčukalns UGS SCADA modernization”(Id. Nr. AS Conexus Baltic Grid 2021/15), hereinafter – the Procurement.

Procurement commission (hereinafter – the Commission) has received questions from interested suppliers and provides the following answers to them (quoting questions):

|  |  |  |
| --- | --- | --- |
| **No.** | **QUESTIONS** | **ANSWERS** |
| **13** | Point 9.2.7.8. of “Candidate qualification (selection) regulations” - Specialist in Data Security:  Does the Customer confirm, that in order to prove the Candidate’s Specialist in Data Security compliance with the qualification requirements, equivalent for CISSP or CISM certificates will be considered the following certificates:   * ComPTiA CySA+, * Offensive Security OSWP, * CRTP- certified red team professional? | The technical specification was drawn up and the requirements were defined, considering all the circumstances and needs of Conexus.  A candidate is entitled to include in the application any information and documents deemed appropriate and necessary.  The procurement commission will check/examine the compliance of applications / candidates with the requirements of the regulations and evaluate the applications **after** the opening of applications. |
| **14** | Annex No.2: Information about the Candidate, part V - Offered specialist’s Experience, column 6 - "Person for Contractual Partner: name, position, telephone number, e-mail (For references\*)": End Customers often don't have the full knowledge about all members of the Contractor's project team. Additionally, information about contact persons are restricted as confidential in our contracts with the End Customers and we can't reveal this information to other Entities. Please confirm, that in such cases, in annex 2, part V, column 6 ("Person for Contractual Partner: name, position, telephone number, e-mail (For references\*)" the Supplier can indicate the contact data of the specialist's Manager, who can confirm their experience? | The technical specification was drawn up and the requirements were defined, considering all the circumstances and needs of Conexus.  According to the Annex No.1 (Application Letter) to the Regulations, candidates should point out pages of the tender containing information that is to be considered as confidential/commercial secret in accordance with Section 19 of the Commercial Law.  According to Section 19. part 2 of the LPPSP, when notifying of the results and informing the candidates, the public service provider is not entitled to reveal the information which has been transferred thereto by other candidates and economic operators as a commercial secret or confidential information.  According to Section 45 part 3 of the LPPSP applications shall not be generally accessible information, i.e., Conexus cannot provide this documents/information to third parties.  We consider that confidentiality terms or/and GDPR directive doesn’t define the contact details related to business activity, like business phone number, business email address and relevant position as trade secret or/and personal data in this particular case. |

Chairman of the Commission A. Tereševs